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131% by 2020.
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As quickly as insurers develop 
cyber policies, new risks pop up.
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of all breaches target 
small and midsized 
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Billions of internet-connected 
devices could be vulnerable 

to attack, compromising users’ 
personal data.
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Cyberrisk Insurance:
Growing Risks, Emerging Markets

As cyberrisks continue to evolve in sophistication and grow in number and scope, insurers are innovating 
and developing responses, from pricing and underwriting cyberrisk policies, to developing a standardized 
approach to identifying, measuring, and reporting cyber crime data across the insurance industry. 
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